
Form for Application for issue of Digital Signature Certificate

1. Full Name

Last Name/Surname __________________________________

First Name ___________________________________

Middle Name ___________________________________

2. Address

Office Address

Name of Office ___________________________________

Flat/Door/Block No. ___________________________________

Name of Premises/Building/Village ___________________________________

Road/Street/Lane/Post Office ___________________________________

Area/Locality/Taluk/Sub-Division ___________________________________

Town/City/District ___________________________________

State/Union Territory __________________ Pin __________

Telephone No. ___________________________________

Fax ___________________________________

3. Sex - Male / Female

4. Nationality * ___________________________________

5. E-mail Address* _______________________________

6. Particulars of Organisation/Agency *

Name of Organisation ___________________________________

Department ___________________________________

Date:

Signature of the Applicant:

Registration No.



[ON THE LETTERHEAD OF THE CLIENT]

Date: [               ]

From:
[The Client]

To:
HDFC Bank Limited

Dear Sirs,

Re: Generation and downloading of Public Key and Private Key Infrastructure 

We refer to the current account no. [ ] that we currently operate with your
Bank. We have, pursuant to an application for the grant of ENet facility as holders of the
said current account, applied for issue of a digital signature certificate by your Bank. For
the issue of the digital signature certificate, we have generated and downloaded on our
computer a Private Key and a corresponding Public Key from the Bank’s website.

We hereby acknowledge and confirm that the private key has been downloaded by us
through the Internet by following the appropriate and correct instructions provided on the
website- “https://ca.hdfcbank.com/hdfc.html”. We also confirm that the private key and
the public have been generated and downloaded by us and the password used to
encrypt the private key is known only to us. Neither have we disclosed the password to
the representatives of the Bank nor are the representatives of the Bank aware of the
same. 

We further acknowledge and confirm that we shall not disclose the password to any
unauthorized person and shall be responsible for keeping the password confidential. We
shall also be fully responsible for the safe custody of the private key so generated and
shall be solely liable for the use and/ or misuse of the same. The Bank shall be entitled
to rely upon all communications made by us using the private key so generated and all
such communication shall be final and binding on us. In the event of any dispute on the
actual communication made to the Bank, the records of the Bank in this regard shall be
final and we hereby agree to accept and abide by the same. The Bank shall be permitted
to utilize all such information received by the Bank as evidence before any competent
Court of Law or Judicial or Quasi-Judicial Authority or Tribunal or any other statutory or
government authority.

Yours faithfully

Signature of the Applicant Authorized Signatory



Annexure

Document requirements

1. Signed application form
2. Signed acknowledgement form
3. Enet agreement
4. List of persons authorized to collect certificate and provide acknowledgement for

receipt.


